1. **Loi n° 78-17 du 6 janvier 1978 relative à l'informatique, aux fichiers et aux libertés: rechercher le texte de loi et présenter les idées principales.**
2. La CNIL, présentation de leur site et des fonctionnalités proposées.
3. Quelles sont **les traces** que vous laissez sur internet ? Qu'est ce que le profiling, le phishing, tracking ? autres ?

voir : http://www.cnil.fr/vos-libertes/vos-traces/

proﬁling: http://www.youarewhatyoulike.com

tracking: http://www.abine.com/blog/2012/ how-facebook-buttons-can- track-you-across-the-web/

Les canaux cachés, visualisés par Mozilla Collusion:

http://www.mozilla.org/en-US/collusion/

1. Le web et la transmission de l'information: Quelle est la validité des informations recueillies sur le web ? Comment les vérifier ? Qu'est ce qu'un hoax ?
2. Mots de passe et securité.
3. Définition des attaques et exemples de: virus, vers, cheval de troie et deni de service
4. La notion de propriété intellectuelle: image, film et son
5. Les bonnes pratiques de sécurité, comment protéger son ordinateur ?
6. Pour ceux qui savent faire une page HTML. Faire la présentation d'une page simple et expliquez le principe du HTML.